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County Executive Shapiro warns residents about phishing email scam

SUMMIT COUNTY, OHIO—County Executive llene Shapiro’s Office was recently alerted to a phishing email
scam using a fake Summit County email address and the County seal. The email address,
info@co.summitoh.net, is NOT a legitimate County email address. If a resident receives an email from
this sender they should assume it is a scam. If a resident receives any suspicious emails from a sender
claiming to be a County employee or office, the resident should call the County at 330-643-2500 to confirm
authenticity of the email. The County’s Office of Information Technology is investigating this incident.

The Federal Trade Commission offers tips to help recognize and avoid phishing scams at
https://consumer.ftc.gov/articles/how-recognize-and-avoid-phishing-scams

Service Suspension Notice

; . 5 Reply | % Reply All Forward
5 SUMMIT COUNEY <info@co.summitoh.net> 2 neRy ) neRy A 7 Forwar
E To

Thu 4/14/2022

'.:E'.".'\.'e could not verify the identity of the sender, Click here to learn more.

ATTENTION,

County OF sunmit, Ohic Contractor's Notice: Kindly sign in securely here using your email address & password and option to receive our incoming notice via your personal email
rather than through the mail.

We will no longer send important notice through regular mail. You have 24 hours to complete these steps to avoid our service suspension.

NOTE: Securely sign in using your email address & password for secured verification

Thank you
Assistant of Administration

Legal disclaimer This email is intended for the addressee(s) stated above only and may contain confidential information or Intellectual Property Rights, both protected by law. You
are hereby notified that any unauthorized reading; disclosure, copying or distribution of this email or any use of information contained herein is strictly prohibited. If you are not an
intended recipient, please delete it immediately thereafter without retaining any copies on your systems. Please note that we will not accept any responsibility for viruses and it is
your responsibility to scan attachments (if any).

#i#


mailto:gjohnson@summitoh.net
https://consumer.ftc.gov/articles/how-recognize-and-avoid-phishing-scams

